
F'IRST SECfIRITY ISLAMI BANK LTD.

Amendment on RIP

"Purchasing Vuln€rability Assessmenl tools, Penetrstion T€sting Tools' Web Application

Scanning Tools ard Application Sccurity Testing Tools at Data Center"

Invitation R€f No & Date: FSIBL/HO/ICT/022912022' 13'04'2022

SECTION A, LOT 1, LOT 2, LOT 3 & LOT 4

SECTION A: Geneml lnformation
LOT: 1- Commoll Vulnembiliry Assessment and Management Tools (lncluding PCI Intemal

Vulnerability Scanning)
LOT: 2- Web Application Scanning (DAST)
t-o'I: 3- Common Penetration Test]ng Tools/ Application (lncluding Network Rpt' Client Rpt, Web

Rp0
LOT: 4- Application Security Testing Tool
Section D: User Training

ICT Divisiotr' Hctd Office
Plot 12, Block A, Main Road

Rahundhara R/A. Dhaka 1229

Aptll 20.2022



The fo lowing amendment provides carlflcation and updates on the reqtrirement ofthe prqedl and should be

read as accompanled with the orgina ly published RFP

A! Generallnformation

SN Iteln oescription

I Tender Process
Dates &Times

Tend6t Registration submission upelrng rrlne

Start I End Start End

Date': 73.04.2022 D.Aa.2022 72.05.2A22 12.05.2022 12.A5.2022

Time ro:o nnl I oz'oo pM 1o:oo AIY o3:oo PI'4 03:20 PNI

Section-C
1- Common Vulnerabilily Assessment and !lanaqement Tools

Required Technical Specification

runn nq VM solliion covering l'4lnrtr!!.Zqlqlq gIMq

section-C

PCI lnternaL vulnerabiltv Scann!

Bidder Response

ComplaintSL
No.

SL
No,

3.3

N

ihe tocat aetvery puttner .rst nave m nlmLm delivery experience of at least

one ( 1) corporate clients ln Bangladesh where, at east one c ient must be

LOT: 2- Web APP|cauon Scannin
Bidder Response

Required Technical specif ication

proO,r* snouta Oe on premises and If offered product has different llcensin

solutons (for example perpehlal lcenses and subscription b?sed ljcenses), th€

arucipani will provided separate quotatlon for perpetua hcenses and Ann

Lrbscipflon Licenses with three (3) years suppot from the dale of Lice

verv bv OEI\4.

Section-C
LOT: 3- Common Penetration Testing Tools/ Applcatlon (Inc ud ng Network Rpl' Cllent Rpt, Web Rpt)

SL
No.

complaint Remarks

icense to be prorlded fo, I14 nimum l(One) Web Application Automated web

ppLication scannlng for SQL injecuon, XSS, XXE, CSRF, LDAP, CORS, IDOR and

inclusion vuLnerabilities.

Delivery Partner: Minimum Requirement

TLe lo;iiel'rery partner must have minimum delivery exper ence to at least

one f1) corDorate c ient in Banqladesh of the offered so utlon'

Bidder Response

Required Technical Specif ication Complaint Remarks

The software must able to test for aLl OWASP Top Ten 2021 Web App ication

7.2 1 The solution must assess the exploitability of networks encrypted with IEEE

802.11. WEP, WPA, WPA-2 and WPA-3

Mlnimum s nqle user must be able to scan multipe IP in multiple workspace

11.1 The local delvery partner must have rain mum dellvery experience to at east

one (1) coroorate cllents in Banqladesh of the offered so uton'

Renewal of Exitinq Penetration TestllglgqE

Partcpant are requested to provded separate flnanclal offer for exitifg

"MetasDloit" Penetratlon Tesunq Tools for 3 {Three) Years

l2.1



Section-C
LoT: 4- ADolication Security Tesunq Tool

SL
No.

Required Technical sPecifi cation
Bidder Respoase

Complaint Remarks

2.t The Solution should Drovide Automated Source Code Secuitv Review

3.1 The solution should supportwide range ofprognmming languages including

languages like:Java, J2SE,J2EE, JSP, C#, VB NET, Javascript, MVC, NodeJs,

VBscript, PL\SQL, Oracle, IISSQL, MySQL, Kotlin, Flatter, HTML 5, ASP, VB6.

c/C++. PHP. Rubv, Perland hdhon

t2.t The localdelivery partner must have minimum delivery experience to at least

one f1) coroorate clients in Banqladesh of the offered solution.

Section D: User Training

;L NO.
R€quirements Quoted

Specification
Remarks

2.

The local bidder shall provide Training registration for at least Three (3)

persons to access and exam voucher to any internationally recognize and

Accredited Training Course on Vulnerability Assessment and Penetration

Testino,


